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USG FLEX500 H Series
USGFLEX500H-EU0101F

Cena brutto 4 523,99 zł

Cena netto 3 678,04 zł

Numer katalogowy NUZYXBFB0000023

Kod producenta USGFLEX500H-EU0101F

Kod EAN 4718937622832

Kolor (wyliczeniowy) Czerwony

Akcesoria w zestawie Zestaw montażowy Przewód
zasilający Zasilacz

Porty we/wy (sieciówka drobna) 8 x 10/100/1000 Mbit/s

Przepustowość antywirusa 2.5

Przepustowość VPN 2

Funkcje (zapory sieciowe) Firewall

SSL VPN 150

Uwaga CE+WEEE

Wymiary 30 x 18.2 x 4.35 cm

Waga 1.64

Architektura sieci (switche) GigabitEthernet

Przepustowość IPS 3.5

Przepustowość zapory 10

IPsec VPN 300

Gwarancja 60 mc.

Opis produktu

USG FLEX500 H Series USGFLEX500H-EU0101F 

Bardzo wysoka wydajność zapory sieciowej/VPN/UTM
Nowy, wydajny system uOS przyspiesza czas reakcji systemu dzięki przyjaznej dla użytkownika konstrukcji
Cyberbezpieczeństwo oparte na sztucznej inteligencji wielowarstwowa ochrona o wysokim stopniu pewności przed
zagrożeniami cybernetycznymi
Zdefiniowana przez użytkownika elastyczność portów dzięki MultiGig i PoE+
Narzędzie VPN jest teraz dostępne na wielu platformach systemów operacyjnych

Bezpieczne. Szybko. Ochrona
Seria USG FLEX H zapewnia ultrawysoką przepustowość firewalla/UTM/VPN z wielogigowymi interfejsami PoE+, dzięki którym
przygotujesz się na nadchodzącą erę wielu gigabajtów. Dzięki chmurze Zyxel AI zapewnia wielowarstwową ochronę, dzięki
której możesz błyskawicznie cieszyć się bezpieczeństwem klasy korporacyjnej.
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Bardzo wysoka wydajność zapory sieciowej/VPN/UTM
Definiowane przez użytkownika wielogigabitowe porty Ethernet WAN/LAN o prędkości do 10 Gb/s
802.3at PoE+ umożliwia przyjazne dla środowiska wdrożenia bez zasilaczy sieciowych.
Nowy, potężny uOS przyspiesza system dzięki przyjaznej dla użytkownika konstrukcji
Narzędzie SecuExtender VPN obsługuje zarówno IKEv2, jak i SSLVPN
Wielowarstwowa ochrona o wysokim stopniu pewności przed zagrożeniami cybernetycznymi
Kompleksowy filtr reputacji obejmuje kontrolę IP/DNS/URL

Nebula Razem
Wprowadzamy USG FLEX, aby dołączyć do rodziny Nebula Cloud Management. Samo wdrożenie zapory ogniowej nie
gwarantuje bezpieczeństwa, gdy niezaufany urządzenia, użytkownicy i aplikacje są szeroko dostępne. Rewolucyjne
rozwiązanie Nebula zapewnia szczegółową politykę Zero-Trust Network Security organizacjom z uwierzytelnianiem dostępu i
zabezpieczoną siecią Wi-Fi.

Najlepszy sojusz wywiadu o zagrożeniach
USG FLEX integruje analizę zagrożeń od wiodących firm i organizacji w dziedzinie cyberbezpieczeństwa w celu uzyskania
skalowalnych informacji o plikach i danych o zagrożeniach w czasie rzeczywistym. Wykorzystując szerszy zasięg złośliwego
oprogramowania w bazie danych pochodzącej z wielu źródeł, zwiększa to dokładność wykrywania zagrożeń.

Wielowarstwowa ochrona o wysokiej pewności
USG FLEX został zaprojektowany z wielowarstwową ochroną przed wieloma rodzajami zagrożeń pochodzących z wewnątrz i z
zewnątrz. Wiele usług bezpieczeństwa umożliwia ograniczenie niewłaściwego korzystania z aplikacji lub dostępu do sieci przez
użytkowników. Zyxel oferuje wiodący w branży filtr treści DNS, eliminujący martwe punkty w całym zaszyfrowanym ruchu za
pomocą protokołu TLS 1.3 bez konieczności wdrażania inspekcji SSL. *Wymagana licencja UTM Security Pack.

Wspólna obrona sieci
Zapory sieciowe wykrywają zagrożenie na dowolnym podłączonym kliencie i synchronizują się z centrum kontroli Nebula, a
następnie automatycznie reagują na zagrożenia cybernetyczne i zatrzymują urządzenia na krawędzi (bezprzewodowy punkt
dostępowy) Twojej sieci. Jest to idealne rozwiązanie dla działów IT, które spełnia wymagania zdecentralizowanej infrastruktury
sieciowej i zapewnia automatyczną ochronę.*Wymagana licencja UTM Security Pack

Takie same zabezpieczenia w sieciach
Nowa funkcja Secure WiFi firmy Zyxel umożliwia utworzenie punktu dostępowego typu drop-in, który można skonfigurować
tak, aby replikował identyfikator SSID Twojego biura i automatycznie tworzył bezpieczny tunel, zapewniając bezproblemowy
dostęp do sieci firmowej. Upraszcza to wdrożenie, tworząc opcję plug-n-play przy jednoczesnym zachowaniu wysokiego
poziomu kontroli nad bezpieczeństwem zdalnych miejsc pracy. *Wymagana licencja na bezpieczne Wi-Fi

Raport analityczny i ulepszone statystyki
Pulpit nawigacyjny serii USG FLEX zapewnia przyjazne dla użytkownika podsumowanie ruchu i wizualizacje statystyk zagrożeń.
Wykorzystaj SecuReporter do dalszej analizy zagrożeń z funkcją korelacji, która ułatwia proaktywne śledzenie stanu sieci i
zapobieganie kolejnym zdarzeniom zagrażającym. Scentralizowana widoczność działań sieciowych, umożliwiająca łatwe
zarządzanie wieloma klientami. *Wymagana licencja UTM Security Pack
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